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**8-2 Journal: Portfolio Reflection**

Leaving security to the end is a grave mistake, as we’ve discussed. Validating external data sources should be practiced, and software should have the ability to decide what contents are allowed to be shown to a specific user.

The risk evaluation is the risk is explained in regard to other types of risk. Mitigation is the ability to lessen the impact of said risks.

Zero trust is a security implication that tries to push the thought process that anything from the outside should be deemed unsafe for use of the inside. Instead, there should be verification for anything trying to bridge the inside and outside before giving any form of access.

The examples of implementation and recommendations of security policies could be seen as identifying potential risks, installing antivirus and firewalls, or even assessing the levels of security.